Cookie Policy

A cookie is an automated data collection tool. Cookies are small ‘text’ files that are placed on your computer or other device by websites you connect to or HTML-formatted emails you open. Their purpose may be to make websites work, work more efficiently, or to save data for use with online forms and logins.

We and our partners may use cookies, web beacons, pixel tags, scripts or other similar technologies on our websites or emails to, among other things:

- Collect statistics regarding your website usage
- Provide us with business and marketing information

We use different kinds of cookies:

- **Essential cookies** that provide you with services and features available through our websites. Without these cookies, services you may need such as logging in to our systems, cannot be provided.

- **Analytics or customization cookies** collect information that is either used in aggregate form to help us understand how the website is being used or how effective our marketing campaigns are, or to help us customize the website for you.

If your website includes a cookie management tool, you will find a hover button at the bottom of your screen.

If you do not wish to receive cookies you may be able to refuse them by adjusting your browser settings to reject cookies. If you do so, we may be unable to offer you some of our functionalities, services or support. If you have previously visited our websites, you may also have to delete any existing cookies from your browser.

We gather certain information automatically and store it in log files. This information may include Internet protocol (IP) addresses, browser type, internet service provider (ISP), referring/exit pages, operating system, date/time stamp, and/or clickstream data.

We may combine this log information with other information we collect about you. We do this to improve services we offer you, to improve analytics, or site functionality.
**Do-Not-Track**

There are different ways you can prevent tracking of your online activity. One of them is setting a preference in your browser that alerts websites you visit that you do not want them to collect certain information about you. This is referred to as a Do-Not-Track ("DNT") signal.

Please note that our websites may not recognize or take action in response to DNT signals from Web browsers. At this time, there is no universally accepted standard for what a company should do when a DNT signal is detected. In the event a final standard is established, we will assess how to appropriately respond to these signals.

For more detailed information about cookies, Do-Not-Track and other tracking technologies, please visit [allaboutcookies.org](http://allaboutcookies.org) and [allaboutdnt.com](http://allaboutdnt.com).

**Third Party Data Collection**

We do not permit third parties to collect personal data about you (such as email address) on our site, nor do we disclose with them any personal data about you.

**Social Media Features and Widgets**

Our websites include social media features, such as Facebook’s “Like” button, and widgets, such as the “Share This” button, or interactive mini-programs that run on our site. These features are usually recognizable by their third-party brand or logo and may collect your IP address, which page you are visiting on our websites, and set a cookie to enable the feature to work properly. Social media features and widgets are either hosted by a third party or hosted directly on our site. Your interactions with these features are governed by the privacy policy of the company providing it.